Bijlage mHealth: Technische ontvankelijkheidscriteria

1. Wie zal het doelpubliek zijn van uw toepassing?

[ ] Burger (bijvoorbeeld patiënt, ouder van betrokken patiënt, vertegenwoordiger patiënt)

[ ] Gezondheidszorg organisatie

[ ] Zorgverlener

1. Welke van de volgende componenten zijn onderdeel van de front-end architectuur van uw toepassing?

[ ] Mobiele toepassing

[ ] Website/web toepassing

[ ] Client/server toepassing

1. Welke van de volgende componenten zijn onderdeel van de back-end architectuur van uw toepassing?

[ ] Eigen back-end

[ ] Back-end diensten van derde partijen gebruikt voor het ophalen en opslaan van gegevens

1. Wordt gebruik gemaakt van eigen webdiensten?

[ ] Ja

[ ] Nee

**Indien ja, gelieve te specifiëren:**

[ ] GraphQL

[ ] REST

[ ] SOAP

1. Laat uw toepassing gebruikers toe documenten of bestanden op te laden?

[ ] Ja

[ ] Nee

1. Vraagt uw applicatie naar persoonsgegevens?

[ ] Ja

[ ] Nee

**Indien ja, gelieve te specifiëren**

[ ] Persoonsgegevens zoals gedefinieerd in artikel 9 van de AVG (GDPR)

[ ] Gevoelige persoonsgegevens zoals gedefinieerd in artikel 9 van de AVG (GDPR)

1. Bewaart uw toepassing persoonsgegevens?

[ ] Nee

[ ] Centraal bewaard

[ ] Lokaal bewaard

[ ] Lokaal en centraal bewaard

1. Gebruikt uw toepassing het identificatienummer van de sociale zekerheid (INSZ) voor de identificatie van de patiënt?

[ ] Ja

[ ] Nee

1. Welk authenticatie systeem wordt gebruikt door uw toepassing?

[ ] FAS (Federal Authentication Service)

[ ] Eigen systeem specifiek voor de aanbieder dat voldoet aan de vereisten in de minimale criteria

**Indien een eigen systeem wordt gebruikt, gelieve dit te beschrijven**

1. Vereist uw toepassing verificatie van relevante eigenschappen of relaties van de gebruiker

[ ] Ja

[ ] Nee

**Indien ja, gelieve te specifiëren :**

[ ] Gebruik makend van het eHealth platform

[ ] Gebruik makend van authentieke bronnen toegankelijk via het eHealth platform

1. Welke standaard gebruikt uw toepassing van de verwerking en/of uitwisseling van gestructureerde persoonlijke gegevens met informatie systemen en gezondheidszorg actoren?

Technische interoperabiliteit:

[ ] KMEHR

[ ] HL7 CDA

[ ] HL7 FHIR

[ ] Andere

Semantische interoperabiliteit

[ ] SNOMED-CT

[ ] KMEHR

[ ] HL7 CDA

[ ] HL7 FHIR

[ ] Andere

**Indien u andere hebt aangeduid, gelieve dit te beschrijven:**

1. Voldoet uw toepassing aan de AVG (GDPR)?

[ ] Ja

[ ] Nee

1. Maakt uw toepassing gebruik van de diensten van het eHealth platform?

[ ] Ja

[ ] Nee

**Indien ja, gelieve te specifiëren:**

[ ] Authenticatie

[ ] Beveiligde berichtuitwisseling

[ ] Hub/Metahub (eHealth)